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	Reason for change:
	The Network slice related policy control functionality specifies that the PCF may reject the SM Policy Association for the purpose to maintain the network slice data rate below the Maximum slice data rate defined for the slice in the UDR. This triggers the rejection of the PDU Session establishment to prevent that the network slice data rate may be exceeded.
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[bookmark: _Toc91154851]6.1.4.1	General
Network slice related policy control supports limitation of the data rate per network slice.
A Maximum Slice Data Rate can be configured for an S-NSSAI (indicating the network slice subject to network slice data rate limitation control) by the operator (e.g. based on an SLA related to the network slice). The Maximum Slice Data Rate has an UL and a DL value.
The Maximum Slice Data Rate defines the maximum allowed aggregate data rate across all GBR and Non-GBR QoS Flows within the network slice identified by an S-NSSAI.
NOTE 1:	The maximum data rate of the Non-GBR QoS Flows is controlled via the authorized Session-AMBR while the maximum data rate of the GBR QoS Flows is controlled via the authorized MBR value in the PCC rules of GBR service data flows.
The PCF monitors the data rate of the network slice and ensures that it does not exceed the Maximum Slice Data Rate for that network slice by e.g. rejecting new SM Policy Associations, rejecting new GBR service data flows with high GBR requirements, changing the Authorized Session-AMBR values (if allowed by the HPLMN), changing the MBR values in PCC rules belonging to GBR service data flows or other actions depending on operator policies. When the PCF rejects the SM Policy Association Establishment procedure to the SMF due to the Maximum Slice Data Rate for that network slice is exceeded, then the SMF rejects the establishment of the PDU Session.
NOTE 2:	It is recommended to avoid frequent policy decisions which trigger a signalling with the UE (like change of Authorized Session-AMBR or change of MBR in a PCC rule belonging to a GBR service data flow).
NOTE 3:	Based on operator policy it is also possible to accept the exceeding of the Maximum Slice Data Rate by new PDU Sessions or PCC rules belonging to GBR service data flows and to apply a different charging for them.
NOTE 4:	Subject to operator policy and national/regional regulations, prioritised services and emergency services may be exempted from the limitation of data rate per network slice.
NOTE 5:	A single PCF can be used for the monitoring and limitation of the data rate per network slice. To enable this, the SMF has to select the same PCF instance for all PDU Sessions of the UE to the S-NSSAI. This is achieved as described in clause 6.3.7.1 of TS 23.501 [2], for example by using local operator policies in the SMF, SUPI ranges, explicit indication (i.e. Same PCF Selection Indication) from the AMF to select the PCF selected for the UE, or the PCF redirects to a PCF service provided by another PCF.
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